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IE Script errors

While opening a web page, did you ever get a note saying that there was an error while running the script?  Ever wonder what that meant? IE’s script errors occur when the web page maker's programming contains an error; an antivirus program or adware removal program detects spyware or adware, which causes the page to stop loading that component of the webpage; or a pop-up on a web page does not load because of the computer's security settings. The average computer user cannot fix these Internet script errors, but you can avert script errors by changing your Browser’s settings. And it’s not hard to do.
Double click on Internet Explorer and click on "Tools" and the "Internet Options" in the top left menu. Then click on the "Advanced" tab. Next, click the box next to "Disable Script Debugging" to turn it on. Finally, click the box next to "Display a notification about every script error" to turn it off, click the "OK" button in the bottom right of that menu and you are done. No more pesky script error panes.
If errors still persist it could be Adware and viruses causing the problem. Run your removal software. Additionally make sure you are updating your Windows programs from Microsoft.
Disk Imaging, File Based Backup, or Synchronization. Which one should I use?

All backups are not created equal! That said, let’s explain the differences. The confusion arises because most of these programs overlap in function and usability. But any backup is better than none. That said; let’s look at the three types. 

Disk Imaging

Like the name says this type of backup prepares a true disk image or clone and is an exact copy of your hard drive or partition. It creates a bit by bit (or byte by byte) identical copy. Today’s disk imaging programs can interpret the data being copied and remove or compress the empty blocks on a disk which leads to much smaller image files. Most of these programs create compressed image formats that can be read with a built-in Windows explorer type program making it possible to retrieve individual files. 

Additionally, the program can create successive incremental or differential backups, which tends to reduce storage requirements. Some even offer the ability to exclude the large and non-essential pagefile.sys and hiberfil.sys from the image, and the ability to image a drive or partition while it is currently in use as well as backing up a disk even if it contains a foreign file system, an unknown operating system, or an encrypted partition. These programs are fast, easily restorable on other drives and do not require as much space as the original drive. They can also be put on a bootable drive when a drive crashes and you have to replace the drive.
File Based Data Backup

Many type of File based backup programs exist. This type of backup is what most people are familiar with. While these programs seem to just copy files from one location to another, they do a lot more than just simply copying files. File backup programs are designed to automate the process of duplicating files in multiple locations and on numerous types of storage media, locally or across networks or even to remote severs such as online storage (Cloud). They can add additional files to compressed volumes called archives and at the same time can apply encryption for added security. After performing a full backup of selected data, most backup programs can perform cumulative backups of new or changed files using different types of backup methodology. Some specialized file backup systems provide continuous (real-time) data protection (i.e., immediately backup up a file as soon as it is created), and others provide versioning systems that will make a new copy of a file each time it is changed. This allows the user to go back and retrieve a previous edition of the file. 

File based backup are very flexible containing many functions and options. Some of this flexibility permits copying or moving certain files to specific locations (i.e. .jpgs to one specific drive or .docs to another locations not only on your system but to the cloud as well where they can be accessed by another computer. These programs also allow you to work with smaller sets of files and defrag files while saving.

File Synchronization

While not a true backup, in the sense of the word, the result is basically the same. Sync programs can replicate or mirror working files and or folders in two or more locations where both sets of files will still be put into service. I use synctoy to copy my document folder in one machine onto an external drive which I take with me to Florida so the same files are available to me on my two desktops as well as my laptop. Another way is to put folders onto cloud storage, such as Dropbox or Google cloud which can be accessed from any other computer. The basic difference between synchronization and backup is that backup copies files in one direction while synchronization copies files (or changes) in two directions. In backup you have a “source” and a “destination.”  In true synchronization you really have two sources. Files which are changed on any one of the computers will be reflected on the other. 
Files that are renamed, moved or deleted in one location may be renamed, moved or deleted in the other, based upon the user’s choice. This is called the ability to “propagate” renames or deletions. By use of a ‘database’ these programs can keep track of files and file operations differentiating between newly created files and old files that only exist in one location, because they have been deleted in the other. 
Synchronization can replicates changes in both locations or only one way. Sync programs may provide some sort of data encryption to transmit, they don’t provide compression and packing of files into archives like backup programs. There are some backup and sync programs that sometimes perform both file archiving and synchronization.

Some Programs to Consider
EaseUS Todo Backup Free: Simple-to-use, can back up system, photos, music, videos, documents, and applications. Can provide clone only, or clone with incremental backups Supports Windows 8, 7, Vista, XP in many languages.

FBackupFree: Simple interface guides you through the process of defining a backup job using a friendly wizard that asks you: Where do you want to store the backup (the destination).

What do you want to backup (the sources)? How do you want to run the backup (using full backup that zips the files, or mirror backup that doesn't zip them)? When do you want to run the backup (you can schedule it to run automatically or run it manually)?
Just Google 'backup' for many more programs.
Backing Up Information

Okay, we now know how. So let’s look at where. The secret to good backing up is redundancy. 
You can clone your hard drive onto an external hard drive, a partition on your hard drive, a CD (if you have a teeny hard drive) a USB external hard drive, a USB flash drive and a SSID (a solid state drive) and even a RAID system which are a few hard drives hooked together to copy data onto both. Remember what you want to copy. If you have all your program disks and the operating system disks perhaps all you need to copy is your document folder and your public folders. This greatly minimizes the space you need to copy as well as the time it takes to copy. Regardless of the medium two things should be considered. At some time some formats become obsolete – remember Betamax?  So you have to do more than just copy and forget. Additionally, there is an old saying “It’s not if something crashes it’s when. So Step one is to plan for redundancy. Today cloud storage offers a cheap – sometimes free alternative to your local physical storage. In case of a flood or some other calamity, having some of your important and unreplaceable files up in the cloud can be a god send.

OK, but let’s look at some local methods. Today we have the ability to burn data onto CDs and DVDs, and in the near future Blu-ray disks will be available at a reasonable price. Something to look for in backing up to cd/DVD disks is how long they can last. Some people claim ten years for disks, but I have disks much older than that that still work, but better safe than sorry. For archiving data it is felt that you should use a gold DVD. These disks are rated for 15 years. There are programs that help you span large drives over many DVDs. Disks should be stored in a dry temperature controlled location. Sleeves for DVDs could help list the data on the DVDs but are not completely necessary.

 Memory cards have much larger capacity than DVD’s, some flash drives now contain 128 GB of storage. Keep them also in a temperature-controlled environment in their original plastic containers.

External hard drives come in USB2 and USB3 as well as SATA, firewire and other methods of hooking up to your computer. And I believe Bluetooth technology is gaining acceptance. Today 1, 2 and more TB drives are available, and prices continue to drop on a dollar per megabyte basis. Again, they should be stored in a temperature-controlled, dry environment. You should consider storing the drive in its original container.

SSID are sold state drives which theoretically will never wear out. Not true. Constant erasing and rewriting can shorten their life span. They will have a long life span, but as of now they are very expensive. I would suggest sticking to external drives.
But remember: ALL OF THESE OPTIONS CAN AND PROBABLY WILL FAIL. ALL OF THEM.

But don’t panic. Redundancy is the answer. Have it on a DVD? Save another copy onto an external drive. Have it on one drive. Clone, copy or sync the data to another drive. I purchased a 120GB drive many years ago. Today you can get terabytes for that kind of money. Also keep the backups separate from each other. If they are both in a box in the basement that flash flood can ruin both. Finally, it is a good idea to periodically check your archived material to make sure that it’s okay. If the data has become corrupted for whatever reason, no problem… you have the backup to make a new archive. The chances of your archived material and backup archive material both failing at the same time are slim to none.

